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TO: All Directors, Managers, Employees and Contractors (Consultants, Interns)
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UBTECH ROBOTICS CORP LTD (hereinafter referred to as "UBTECH" or "the
Company"), one of the world's top high-tech innovation enterprises that researches and
develops, manufactures, sales artificial intelligence and humanoid.rbbot’s; is committed to
comply with laws and regulations applicable to all countries and regions where
UBTECH has company registration and runs business, including all the restrictions of
personal data protection and international transfers. This commitment is not only to help
us to gain trust of partners and the public, but also to effectively reduce and avoid the
risks of digital trade as well as international transfers, and constantly improve the

sustainable competitiveness of UBTECH in the international market.
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In view of the above understanding, the management of UBTECH hereby commits:
as an international technology company, UBTECH shall abide by all the laws and
regulations of personal data security and privacy protection enacted by the Chinese
government as well as the countries and regions where it runs business. UBTECH shall
guide the establishment and implementation of the company's data protection mechanism
based on the principle of "privacy is the basic right of users and employees", placing the
obligations of users’ data security and privacy protection above the commercial interests
of UBTECH. Meaﬁwhile, UBTECH fully supports "Global Initiative on Data Security"
initiated by the Chinese government and the rules of international transfers in the relevant

international agreements that China has joined.
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UBTECH requires all its partners, including companies, organizations, individuals,
to comply with laws and regulations of data protection, and fulfill corresponding personal
data protection obligations. UBTECH shall make every effort to carefully evaluate and
irregularly inspect the partners (including but not limited to third party SDKs, open

source components, service providers, agents, suppliers, affiliated parties) involved in the

2




collection, storage, usage, processing, transmission, provision, disclosure, international
transfers and destruction of personal data in the entire business management process. If it
is verified that partners violate laws and regulations related to data security and privacy
protection, UBTECH shall consider refusing to cooperate with such partners in order to

prevent potential risks of personal data protection.

EALEE T @, KL RRA LT aERRAENE, &7
LN EMRER A, RERFPELSIEAE T ERAR, HHR
%%i%ﬁéﬁﬁémmﬁ%ﬁﬁﬁﬁmﬁ,ﬁi%%%ﬁ%&ﬂﬂ%
BIE R 2 HIeRRP NI AR, ERBABASA KX LT IA
R AT L. ﬂﬁa%%&ﬁ%% i, EMFRSER, DIty

%%ﬂ\iw FEAEH, BRI L2k AR R A9 B A
,u%%&ﬂﬁ%éﬂ%%ﬁﬁ%ﬁo%mﬁ%éﬁ%ﬁﬁ%&

S BFGLE AR RBITE L5 L&A K, N85 RN

T HMBAEREFRAANREFG TR, ALFHIESAIG A F

X oy
ud
,4

In terms of organization support, UBTECH adopts a top-down organization and
process mechanism, has established full-time institutions such as the Compliance
Committee and the Data Protection Joint Working Group as well as full-time staff, and
shall continue to establish and complete internal data protection mechanism and
processes, formulate and improve data security and privacy protection specifications and
standards that in line with the company's business development, and implement the
responsibilities of the departments and personnel related to data protection. Meanwhile,
internal and external audits are regularly conducted, and multi-levelled, all-round data
protection awareness, training, education and other special events are regularly organized
to constantly improve the data protection awareness of all members of UBTECH to
ensure the effective implementation of the company's data protection mechanism . The
Compliance Committee has the right to veto business that does not conform to the

specification of data security and privacy protection procedures. The management of the
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company shall give the Compliance Committee and the compliance team sufficient

resources to support the orderly operation of the data protection mechanism.
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In terms of technical support, UBTECH shall continuously to track the risks of data
security and privacy protection in emerging technologies as well as fields such as the
internet of things, cloud computing services, machine vision, voice interaction, artificial
intelligence, privacy computing, deeply exploring data security and privacy protection
technology in specific scenarios, introducing privacy by design to product development,

so as to defend the basic rights of users and employees.
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All members, including directors, managers, and employees of UBTECH, must abide
by all applicable laws and regulations of data security and privacy protection as well as all
policies and procedures promulgated by UBTECH to ensure data protection. For this
purpose, UBTECH shall establish systems of rewards and punishments. Employees who
actively participate in data protection shall be rewarded, employees who violate the data
protection mechanism shall be criticized in a circulated notice and severely penalized.
Employees who violate relevant laws and regulations should also take legal responsibility

in accordance with the law.
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UBTECH

A ARIE, RIBEHERE, BRITE5ENTESFREFEH L, §
ik —F ERBETHECANMAERBFZEIHIT., S ETHAES 4’F
7 ARG FRY F L R b 5IaRAE KR S RITEWIKER,
RIPA A BAAZ By T KT AT Ao o

UBTECH realizes that in regard to practical measures to ensure data security,
international transfers, privacy design, transparency and managability in accordance with
differentiated personal data protection regulatory requirements at home and abroad, it is
necessary to further build and maintain close association with government authorities of
the jurisdiction, upstream and downstream ecological partners of the industry, relevant
privacy protection professional organizations, security and privacy experts to obtain
relevant technical information as well as seek professional guidance and authoritative

advice.
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All members of UBTECH shall make efforts to fully achieve the goal of data
protection for the company and strictly implement relevant policies. UBTECH shall
continuously create value for our customers, sharcholders, partners and employees
through the dedication and care to data protection of each member. UBTECH shall
support our employees and experts to output our practical experiences in data protection
to the society, and support our products and services to open up our data security and

privacy protection capabilities to ecological partners.
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This statement applies to all departments, holding subsidiaries and branches of
UBTECH. UBTECH shall review and revise this commitment annually, not only shall
actively explore and learn the best practices of data protection in the same industries and
fields all over the world, but also shall forwardly track and comply with the latest laws
and regulations, standards, regulatory requirements and trends, and constantly strive to

improve the maturity of data security and privacy protection capabilities.
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